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—
EA Activity Update

Security Architecture Met December 1,2015
« Drafted Encryption standard and Service Desk
password reset process
« Future items = ranking of security initiatives and
ITD strategy

 Data Architecture Met Decemberr 3,2015
 Digital Archives Repository
o Application Architecture  wet pecember 8,2015

« Application Inventory and Web Development Best
Practices

o TeChnOlOgy Architecture Meeting December 10,2015



http://www.nd.gov/itd/events/3549/ea-security-architecture-2015-12-01-meeting
http://www.nd.gov/itd/events/3556/ea-data-architecture-2015-12-03-meeting
http://www.nd.gov/itd/events/3410/ea-application-architecture-2015-10-13-meeting
http://www.nd.gov/itd/events/3581/ea-application-architecture-2015-12-8-meeting
http://www.nd.gov/itd/events/3410/ea-application-architecture-2015-10-13-meeting
http://www.nd.gov/itd/node/3479
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—
ITD Activity Update

* Brown-Bag Lunches - review

» Desktop SLA

« Application Inventory Feedback



http://www.nd.gov/itd/node/653
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Security Roles and Responsibilities
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Legislative Mobile App Demo

-Kyle Forster
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Encryption Standard Draft

« Added encryption of sensitive data at rest

« Added encryption of sensitive data on removable
media



https://wssshare.nd.gov/ea/Shared Documents/ST007-05.3-Encryption-Draft.rtf
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Password Reset Rights

* |TD service desk does not necessarily have
permission to enable/disable accounts

« One option would be to manage by agency

« Another option is to have permission across
the domain but have a policy to never enable
accounts unless the proper procedure is
followed
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NASCIO 2015 CIO Surve

Remote Support Tool
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Future Agenda Items?




