
REQUEST FOR CONFIDENTIAL COMMUNICATION 
BY ALTERNATIVE MEANS OR ALTERNATIVE LOCATION 
NORTH DAKOTA DEPARTMENT OF HUMAN SERVICES 
LEGAL ADVISORY UNIT 
SFN 1977 (4-2020)

Client Name Date of Birth

Previous Names Used

Address City State ZIP Code

Name of DHS Division, Program, or Facility you wish this request to be applied (A separate request must be completed for each DHS 
Division, Program, or Facility)

You may have the right to request the North Dakota Department of Human Services (DHS) communicate your confidential 
information by alternative means or to an alternative location. 
 
DHS will make every effort to accommodate your request if: 

1. The request is reasonable; 
2. The request is permitted or authorized by law; 
3. A specific alternative means or location for communicating with you is provided; and 
4. Information is provided as to how any payment will be handled, if applicable. 
 

DHS health plans will accommodate your request if the above criteria is met and your request states that the disclosure of 
protected health information (PHI) could endanger you.  The health plan will not question your statement of endangerment.  
 
I understand that DHS will review my request for approval or denial.  If DHS approves my request: 

• Communications will continue to be addressed to me, but at the alternative means or location; 
• DHS will rely on the information I provide.  It is my responsibility to provide accurate and updated information; 
• My request and subsequent approval only apply to the DHS Division, Program or Facility indicated above.  A 

separate request must be submitted for each DHS Division, Program or Facility and their agreement obtained 
separately;  

• Under emergency situations, DHS will first attempt to communicate with me by the alternative method or location 
requested.  If unable to contact me, DHS will attempt to reach me by other means; 

• Communications by the alternative means or location will begin within five (5) business days from the date of 
approval by DHS; and 

• This request and subsequent approval will remain in effect until terminated in writing. 

Complete this form in its entirety, as applicable, and submit it to the DHS Division, Program or Facility you wish your request 
to be applied.

1.  ALTERNATIVE MEANS AND LOCATION.  Specify the communication method and location below  
     (check all that apply): 

Mailing Address

Address

City State ZIP Code

Telephone Telephone Number 

Cell Phone Cell Phone Number Text Message
Yes No

Email Email Address

Specify additional instructions here and explain how payment will be handled (if applicable)
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2.  ALTERNATE COMMUNICATION INFORMATION
Specify the information that is to be communicated by the method and location specified in Section 1 above:

Appointment Reminders/Notices*  
Information Related to Services or Treatment* 

Billing/Payment Information* 
All Information*

Other* (specify):

* DHS reserves the right to limit the transmission of certain information through alternate means.

3.  ATTESTATION OF ENDANGERMENT  Complete this section ONLY if your request is to a DHS health plan:
I attest that failure of a DHS health plan to communicate the PHI specified in Section 2 by the alternative means or to 
the alternative location specified in Section 1, could endanger me.

4.  EMAIL, TEXT COMMUNICATIONS, AND CALLS FROM A CELL PHONE OR SMARTPHONE.  Complete this section 
if you are requesting email, text communications, or calls from a cell phone or smartphone from DHS:  

Risk factors: Transmitting PHI or other confidential information by email, text communications, or calls from a cell phone or 
smartphone have a number of risks. Email, text communications, and calls from a cell phone or smartphone: 
 

• Can be easily misaddressed; 
• Can be received by unintended recipients;  
• Can be forwarded to other recipients without the original sender's knowledge;  
• Can be intercepted; and 
• Backup copies may exist even after the sender or recipient has deleted their copy. 
 

Conditions of use (encrypted or unencrypted):  Please note, the limitations of email, text, calls from a cell phone or 
smartphone, or DHS computer systems may affect the amount of information DHS may disclose. 

• DHS may accept unencrypted (unsecure) email, text communications, and calls from a cell phone or smartphone.  
However, DHS may be required by law to send PHI or other confidential information over an encrypted (secure) 
email or text messaging system or use a landline unless you request and agree to, accept unencrypted (unsecure) 
email or text communications or calls from a cell phone or smartphone; 

• DHS will take reasonable steps to protect the confidentiality of email and text communications and calls from a cell 
phone or smartphone however, DHS is not liable for improper disclosure of PHI or other confidential information that 
is not a result of our negligence or misconduct; 

• If I choose to receive encrypted (secure) email or text communications from DHS, I agree to use DHS's approved 
secure messaging systems for email and text communications;  

• DHS cannot guarantee that any particular email or text communication will be read and responded to within a 
specific period of time.  DHS employees may be out of the office or engaged in other duties and unable to 
continually monitor receipt of email or text communications; 

• DHS does not monitor email or text communications or phone calls to a cell phone or smartphone during non-
business hours;  

•   Email and text communications are for basic communications.  Communications regarding emergency or crisis 
services are to be conducted in telephone or by personal visit; 

• Email and text communications cannot provide medical advice and do not substitute for professional medical advice, 
diagnosis, or treatment.  All medical questions or concerns must be addressed in person or by phone call;  

• Email and text communications cannot provide eligibility advice and do not establish eligibility; and 
• Email and text communications may be included in the client record.

CALLS FROM A CELL PHONE OR SMARTPHONE AND ENCRYPTED EMAIL AND TEXT MESSAGING: 
 
I UNDERSTAND THE ABOVE RISKS AND AGREE TO THE CONDITIONS FOR CALLS FROM A CELL PHONE OR 
SMARTPHONE AND USE OF ENCRYPTED (SECURE) EMAIL AND TEXT COMMUNICATIONS FROM DHS.  
I understand that calls from a cell phone or smartphone are NOT a secure form of communication.  There is some risk that 
PHI or other confidential information that may be discussed in such call may be intercepted by unauthorized third parties.  

Signature of Client or Legal Representative Date 
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CALLS FROM A CELL PHONE OR SMARTPHONE AND UNENCRYPTED EMAIL AND TEXT MESSAGING:  
 
I understand that DHS has secure messaging systems for email and text communications.  I understand that unencrypted 
email and text communications and calls from a cell phone or smartphone are NOT a secure form of communication.  There 
is some risk that any PHI or other confidential information that may be contained in such email or text communication or 
discussed in such call may be misdirected, disclosed to or intercepted by, unauthorized third parties.  
 
I UNDERSTAND THE RISKS ASSOCIATED WITH CALLS FROM A CELL PHONE OR SMARTPHONE AND 
UNENCRYPTED EMAIL AND TEXT COMMUNICATIONS.  I AGREE TO THE CONDITIONS OF USE AND TO ACCEPT 
THE RISK AND CONSENT TO RECEIVE CALLS FROM A CELL PHONE OR SMARTPHONE AND UNENCRYPTED 
(UNSECURE) EMAIL AND TEXT COMMUNICATIONS FROM DHS.

Signature of Client or Legal Representative Date 

FOR DHS USE ONLY 
This form is to be made a part of the client record. Any questions regarding this request, should be directed to the 
Department's Privacy Officer.

Date Request Received Request Approved Request Denied

Reason for Denial
Request is not reasonable to accommodate
Request is not permitted or authorized by law

Alternate means or method not provided
Failure to explain how payment will be handled

Date Notification Sent to Client or Legal Representative (mm/dd/yyyy) Client record updated to reflect request

Other

Signature DHS Representative Date 

TERMINATION REQUEST 
 
Please note, to make any changes to the previous request above, you must terminate the request and submit a new request 
for Confidential Communication by Alternative Means or Alternative Location form. 
 
I terminate the above request to use alternative means or location to communicate my confidential information with me.  I 
understand this termination: 

• Only applies to the DHS Division, Program or Facility indicated in my previous request above; 
• Will go into effect the date the request is received by DHS; and 
• Will not affect any action DHS took in reliance on my previous above request, before receipt of this written 

termination.

Signature of Client or Legal Representative Date 

FOR DHS USE ONLY
Date Request Received by DSH (mm/dd/yyyy) Client record updated to reflect request

Signature DHS Representative Date 
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You may have the right to request the North Dakota Department of Human Services (DHS) communicate your confidential information by alternative means or to an alternative location.
DHS will make every effort to accommodate your request if:
1.         The request is reasonable;
2.         The request is permitted or authorized by law;
3.         A specific alternative means or location for communicating with you is provided; and
4.         Information is provided as to how any payment will be handled, if applicable.
DHS health plans will accommodate your request if the above criteria is met and your request states that the disclosure of protected health information (PHI) could endanger you.  The health plan will not question your statement of endangerment. 
I understand that DHS will review my request for approval or denial.  If DHS approves my request:
·         Communications will continue to be addressed to me, but at the alternative means or location;
·         DHS will rely on the information I provide.  It is my responsibility to provide accurate and updated information;
·         My request and subsequent approval only apply to the DHS Division, Program or Facility indicated above.  A separate request must be submitted for each DHS Division, Program or Facility and their agreement obtained separately; 
·         Under emergency situations, DHS will first attempt to communicate with me by the alternative method or location requested.  If unable to contact me, DHS will attempt to reach me by other means;
·         Communications by the alternative means or location will begin within five (5) business days from the date of approval by DHS; and
·         This request and subsequent approval will remain in effect until terminated in writing. 
Complete this form in its entirety, as applicable, and submit it to the DHS Division, Program or Facility you wish your request to be applied.
1.  ALTERNATIVE MEANS AND LOCATION.  Specify the communication method and location below       (check all that apply):	
Text Message
2.  ALTERNATE COMMUNICATION INFORMATION
Specify the information that is to be communicated by the method and location specified in Section 1 above:
* DHS reserves the right to limit the transmission of certain information through alternate means.
3.  ATTESTATION OF ENDANGERMENT  Complete this section ONLY if your request is to a DHS health plan:
I attest that failure of a DHS health plan to communicate the PHI specified in Section 2 by the alternative means or to the alternative location specified in Section 1, could endanger me.
4.  EMAIL, TEXT COMMUNICATIONS, AND CALLS FROM A CELL PHONE OR SMARTPHONE.  Complete this section if you are requesting email, text communications, or calls from a cell phone or smartphone from DHS:  
Risk factors: Transmitting PHI or other confidential information by email, text communications, or calls from a cell phone or smartphone have a number of risks. Email, text communications, and calls from a cell phone or smartphone:
·         Can be easily misaddressed;
·         Can be received by unintended recipients; 
·         Can be forwarded to other recipients without the original sender's knowledge; 
·         Can be intercepted; and
·         Backup copies may exist even after the sender or recipient has deleted their copy.
Conditions of use (encrypted or unencrypted):  Please note, the limitations of email, text, calls from a cell phone or smartphone, or DHS computer systems may affect the amount of information DHS may disclose.
·         DHS may accept unencrypted (unsecure) email, text communications, and calls from a cell phone or smartphone.  However, DHS may be required by law to send PHI or other confidential information over an encrypted (secure) email or text messaging system or use a landline unless you request and agree to, accept unencrypted (unsecure) email or text communications or calls from a cell phone or smartphone;
·         DHS will take reasonable steps to protect the confidentiality of email and text communications and calls from a cell phone or smartphone however, DHS is not liable for improper disclosure of PHI or other confidential information that is not a result of our negligence or misconduct;
·         If I choose to receive encrypted (secure) email or text communications from DHS, I agree to use DHS's approved secure messaging systems for email and text communications; 
·         DHS cannot guarantee that any particular email or text communication will be read and responded to within a specific period of time.  DHS employees may be out of the office or engaged in other duties and unable to continually monitor receipt of email or text communications;
·         DHS does not monitor email or text communications or phone calls to a cell phone or smartphone during non-business hours; 
·   Email and text communications are for basic communications.  Communications regarding emergency or crisis services are to be conducted in telephone or by personal visit;
·         Email and text communications cannot provide medical advice and do not substitute for professional medical advice, diagnosis, or treatment.  All medical questions or concerns must be addressed in person or by phone call; 
·         Email and text communications cannot provide eligibility advice and do not establish eligibility; and
·         Email and text communications may be included in the client record.
CALLS FROM A CELL PHONE OR SMARTPHONE AND ENCRYPTED EMAIL AND TEXT MESSAGING:
I UNDERSTAND THE ABOVE RISKS AND AGREE TO THE CONDITIONS FOR CALLS FROM A CELL PHONE OR SMARTPHONE AND USE OF ENCRYPTED (SECURE) EMAIL AND TEXT COMMUNICATIONS FROM DHS. 
I understand that calls from a cell phone or smartphone are NOT a secure form of communication.  There is some risk that PHI or other confidential information that may be discussed in such call may be intercepted by unauthorized third parties.  
CALLS FROM A CELL PHONE OR SMARTPHONE AND UNENCRYPTED EMAIL AND TEXT MESSAGING: 
I understand that DHS has secure messaging systems for email and text communications.  I understand that unencrypted email and text communications and calls from a cell phone or smartphone are NOT a secure form of communication.  There is some risk that any PHI or other confidential information that may be contained in such email or text communication or discussed in such call may be misdirected, disclosed to or intercepted by, unauthorized third parties. 
I UNDERSTAND THE RISKS ASSOCIATED WITH CALLS FROM A CELL PHONE OR SMARTPHONE AND UNENCRYPTED EMAIL AND TEXT COMMUNICATIONS.  I AGREE TO THE CONDITIONS OF USE AND TO ACCEPT THE RISK AND CONSENT TO RECEIVE CALLS FROM A CELL PHONE OR SMARTPHONE AND UNENCRYPTED (UNSECURE) EMAIL AND TEXT COMMUNICATIONS FROM DHS.
FOR DHS USE ONLY
This form is to be made a part of the client record. Any questions regarding this request, should be directed to the Department's Privacy Officer.
Reason for Denial
TERMINATION REQUEST
Please note, to make any changes to the previous request above, you must terminate the request and submit a new request for Confidential Communication by Alternative Means or Alternative Location form.
I terminate the above request to use alternative means or location to communicate my confidential information with me.  I understand this termination:
·         Only applies to the DHS Division, Program or Facility indicated in my previous request above;
·         Will go into effect the date the request is received by DHS; and
·         Will not affect any action DHS took in reliance on my previous above request, before receipt of this written termination.
FOR DHS USE ONLY
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